
 

 

 

Installation procedure for multi-user network operation 
IRRICAD Version 17  

 
 
Requirements 
 

• Windows Network of computers connected either to a server or a presentation computer. 

• USB network version of the IRRICAD dongle. 

• Access to www.IRRICAD.com  to download the installation and patches. 

• An internet connection for the duration of the installation process. 
 
 

Install the dongle driver on the server or presentation computer 
 

• Connect the USB IRRICAD dongle to the server or presentation computer. 
 

• Download the dongle driver (SentinelProtection Installer) from 
http://www.irricad.com/irricad/download/Drivers/Rainbow/SentinelProtectionInstaller7.6.9
.exe and save to the hard-drive.   
 

• Locate where the driver was saved and double-click on it to run the Sentinel Protection 
Installer. Select the option for Custom Install and ensure the “USB System Driver” and 
the “Sentinel Protection Server” are selected.  If the driver has already been installed 
select the “Modify” option and enable the “Sentinel Protection Server” option. 
 

 
 
Click [No] on the important note about Windows Firewalls on the next screen when it 
asks if you want to modify these setting now.  Click Yes on any security messages 



 

 

during this installation. 
 

• When the installation is complete, go to the command prompt by typing cmd in to the 
search programs and folders field and press the Enter key on the keyboard. Type 
ipconfig and press Enter to get the IP address of the server / presenter’s computer. The 
IP address may be presented as “IPv4 Address”. Write this down, it will be needed to set 
up the client computers. 
 

 
 
 

Create exceptions to the firewall on the server or presentation computer 
 
It is necessary to create exceptions to the Windows Firewall for the Sentinel driver. The firewall 

exceptions can be accessed via: 

 
Windows 7 

 

• Go to Control Panel | System and Security | Windows Firewall 
Click on “Allow a program through Windows Firewall”. 

 
Windows 8 

• Swipe and select Settings | Control Panel | System and Security | Windows Firewall 

• Click on “Allow an app or feature program through Windows Firewall”. 
 
Windows 10 

 

• Go to Control Panel | System and Security | Windows Firewall 
Click on “Allow an app or feature through Windows Defender Firewall program through 
Windows Firewall”. 

 
Enable the Exception as shown in the image below. 



 

 

 
 
If you cannot see the “Sentinel Protection Server” in the list restart the computer. 
 
Install IRRICAD on the presentation computer 
 
Note this is only required if the computer that has the dongle attached will also be used 
to run IRRICAD (for example a computer used by a trainer). This is not normally required 
on a Server. 
 

• Log in as an Administrator and open an internet browser (for example Internet Explorer 
or FireFox) and browse to an external website.  This step is required for successful 
registration of the CAD Engine. 
 

• Download the required files and save to the hard-drive or USB flash drive - 
http://www.irricad.com/download/v17-standalone-
installation/?wpdmdl=2290&masterkey=5b3b3d37ec4fe . 
 

• Locate the downloaded files and double-click on IrricadProV17.exe to install Version 17. 
 

 
Install IRRICAD on the client computers. 
 

• Log in as Administrator and open an internet browser (for example Internet Explorer, or 
FireFox) and browse to an external website. This step is required for successful 
registration of the CAD Engine. 
 

• Download the required files and save to the hard-drive or USB flash drive - 
http://www.irricad.com/download/v17-standalone-
installation/?wpdmdl=2290&masterkey=5b3b3d37ec4fe . 
 

• Locate the downloaded files and double-click on IrricadProV17.exe to install Version 17. 
 

 
 



 

 

Create exceptions to the firewall on each of the client computers 
 

This process is the same as for the server. Make sure exceptions are checked for IRRICAD and 
the IRRICAD Database Editor. 
 

 
Direct the client computers to look at the server for the dongle. 
 

 
Windows 7 

• Click on Start then right click on Computer and select Properties. 
 

• Click on Advanced system settings, the Advanced tab, then Environment variables. 
 

• Locate the variable NSP_HOST. 
 

• Edit the variable so the value is the IP address of the server or presenter’s computer. 

 

 
 
Windows 8 

• Swipe to select Settings | PC Info. 
 

• Click on Advanced system settings, the Advanced tab, then Environment Variables. 
 

• Locate the variable NSP_HOST. 
 

• Edit the variable so the value is the IP address of the server presenter’s computer. 

 
Windows 10 

• Right-click on the windows icon (bottom left of screen) and select ‘System’. 
 

• Click on Advanced system settings, the Advanced tab, then Environment Variables. 
 

• Locate the variable NSP_HOST. 
 

• Edit the variable so the value is the IP address of the server/presenter’s computer. 



 

 

 

 
Run IRRICAD on a client computer 
 
Test the installation by opening IRRICAD on several client computers. Note that each IRRICAD 
network dongle has a user limit coded into the dongle.  
 
Notes 
The standard installation sets the NSP_HOST as “RNBO_SPN_ALL_MODES”. If the client 
computer is connected to the same network (subnet), and the firewall allows the traffic, then the 
client computer will find the dongle on the network.  However, this is slower than setting the 
NSP_HOST to the IP address of the ‘server’.  If the client computer is connecting via the 
internet then the ‘server’ must have a publically accessible IP address unless a VPN is used.  
Latency is more important than the internet speed. 
 
Activating or Upgrading the Dongle from the Server 
Although IRRICAD is not required on the server the dongle can be read but not written to from a 
client computer.  Therefore, for upgrading purposes it is helpful to have the “Upgrade Dongle” 
utility files present on the server. These can be downloaded from 
http://www.irricad.com/irricad/download/Drivers/FieldExUtil.zip - extract the contents.  Run the 
FieldExUtil.exe to get locking codes or update dongles. 


